
Digital Safety
@ SJHS



The Internet: 
What are the 
issues?

Conduct:
Children may be at risk because of their own 
behaviour.

Contact: 
Children can be contacted by anyone.

Commercialisation: 
Children can be unaware of hidden costs and 
advertising in apps, websites and websites.

Content: 
Age-inappropriate or unreliable content can 
be available to children.





What goes 
online – stays 

online!



You cannot film
someone and 
share without 

their permission!

Consequences:

§Parental / school involvement

§Potential for police involvement



Cyber Bullying:
What to do?

1)Tell someone
2) Do not respond or forward

any messages
3) Keep evidence - do not delete
4) Block the person - settings
5) Report
6)Tell someone

Bullying that takes 
place using 
technology.

Bullying: 
Conflict V Bullying





Snapchat advice

http://www.connectsafely.org/wp-content/uploads/snapchat_parents_guide.pdf

http://www.connectsafely.org/wp-content/uploads/snapchat_parents_guide.pdf


Keep it private: 
NEVER give personal information 

and do NOT send.

Protect your tweets: 
Settings.

Location settings: 
People who do not know you will 

know where you are.

Hashtags: 
Can open up your post to a wider 

audience than you intended.

Inappropriate behavior: tell 
someone, report, do not delete 

and NEVER meet up.

Don’t get into an argument or post 
offensive material online: 

Threatening, abusive or which is 
defamatory. 

Take control: 
Block or remove friends.

Social Media 
Safety Guidelines



Tell 
someone!



SJHS ICT Rules:
1) ALL staff and students must sign our Acceptable Use Agreement. 

2) Keep your username and password safe.

3) Report any inappropriate material or communication immediately.

4) Use all equipment respectfully and safely.

5) Only use own devices with permission.

6) When using online information, reference and acknowledge.

7) Save work appropriately.


